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1
Decision/action requested

It is requested that SA3 accept this pCR as input to TR 33.880
2
References

[5]

3GPP TS 22.280: "Mission Critical Services Common Requirements".

 3
Rationale
This pCR provides the evaluation of solution #6.1 for the inter-domain identity management requirement.
4
Detailed proposal

************************ Start of change 1 *********************************
8.xx 
Evaluation of Solution #6.1: Inter-Domain Identity Management
With respect to the Stage 1 inter-domain authorisation requirements in clause 6.17.2 of  22.280 [5], solution #6.1 proposes that the OAuth 2.0 token exchange procedure be used to enable the authentication and authorisation of an MCX user for services that are home to a partner domain.
Solution #6.1 meets all of the inter-domain authentication and authorisation requirements specified in clause 6.17.2 of 22.280 [5].  Solution #6.1 provides a method for an MCX UE to obtain a security token that can be validated by the partner IdMS that in turn provides an access token to the MCX user.  The access token authorises the MCX user to receive services owned and hosted in the partner domain.

Solution #6.1 addresses and meets all of the requirements for authentication and authorisation by the primary IdMS as part of inter-domain communications.  Solution #6.1 also addresses and meets all of the requirements that the partner system shall be able to authenticate, authorise, and control access to partner services by visiting MCX UEs.

It is therefore proposed that solution #6.1 be selected as the inter-domain identity management solution.
************************* End of change 1 *********************************
